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Government Workplace of 2020

• BYO viable alternative 
to GFE Procurement

• Workflows default to 
mobile 

• Ratify sound policies 
focused on data 
security, privacy & 
control

• SaaS-ification of core:
AD, Email, Doc Storage

• FedRAMP Clouds more 
“secure” vs. Gov. Data 
Centers

• Focus will shift to 
consumerizing Agency’s 
Mission Apps vs 
maintaining Core IT

• Something you do vs. 
Somewhere you go

• Shift work to most 
productive location

• Virtual Collaboration

• Adopt Results-based 
management metrics 
vs. people/time mgmt.

Mobile
First

Cloud 
Mandatory

Next Gen
Workplace
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Focus on what matters

Fast, secure, and mobile access to
Applications and Data
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Best Practices for Data Security

Virtualization Containerization Secured Networking

Data Locked to Virtual Data Locked to Container Data Locked for Transit

Enterprise

Cloud

Mobile
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FIPS secured Networking for Data Center Consolidation

True isolation between instances Some instances used for
dedicated customers

FIPS
FIPS

FIPS

FIPS
FIPS

FIPS

World’s first virtualized FIPS 140-2 Level 2 platform 
Securely consolidate 25 appliances on one HW chassis

Web Application Accelerator

Layer 7 Application Firewall

DDOS Protection

SmartAccess VPN

Unified Gateway for SaaS/Web Apps

SDN-ready
NEW FIPS

edition

Presenter
Presentation Notes
This is what drove us to develop NetScaler SDX.

SDX does not take the traditional, partitioned-based approach to multi-tenancy.

Rather each instance is in fact it’s own instance, with it’s own dedicated
-kernel
-memory and CPU
-routing stack
-etc.

This provides the foundation for the true resource and lifecycle isolation necessary for consolidating.

Each NS instance on SDX has its isolation provided by virtualization technologies – We use XS. So that takes care of CPU, Memory…
For hardware acceleration both for Networking and for crypto, we use SRIOV technology that provide similar isolation in hardware.



7 © 2015 Citrix | Confidential – Content in this presentation is under NDA.

citrix.com/secure 
citrix.com/government

@CitrixSecurity
@CitrixPublicSec
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