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Disappearing Perimeter “Network”

-

Mobile/BYO

&8

Contractors

B

Enterprise Endpoints

\\,_ _/"‘ '\ _ _,,/

Wearables / loT

Endpoint

Network

3G/AG (((Af)

AIOIO
specific
VPN

€ Bluetooth” ~

~Applications

o @

E- Outlook
@ & esri

Al @ chrome

Adobe

...........................................

l'l

¢ andI0ID

i Enterprise Data

i Personal Data

'

=
i

File Server

Cloud Data

2 0
: @ [

Mobile Data

1

m
3
2

3

SD Card



B

Government Workplace of 2020

Mobile Cloud
First Mandatory

BYO viable alternative SaaS-ification of core:
to GFE Procurement AD, Email, Doc Storage

Workflows default to FedRAMP Clouds more
mobile “secure” vs. Gov. Data
Centers
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Next Gen
Workplace

Something you do vs.
Somewhere you go

Shift work to most
productive location

Virtual Collaboration

CiTRIX
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Best Practices for Data Security

Data Locked to Virtual Data Locked to Container Data Locked for Transit
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FIPS secured Networking for Data Center Consolidation
World’s first virtualized FIPS 140-2 Level 2 platform

Securely consolidate 25 appliances on one HW chassis
Web Application Accelerator
Layer 7 Application Firewall
DDOS Protection
SmartAccess VPN
Unified Gateway for SaaS/Web Apps
SDN-ready

vew NetScaler SDX ..
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Presenter
Presentation Notes
This is what drove us to develop NetScaler SDX.

SDX does not take the traditional, partitioned-based approach to multi-tenancy.

Rather each instance is in fact it’s own instance, with it’s own dedicated
-kernel
-memory and CPU
-routing stack
-etc.

This provides the foundation for the true resource and lifecycle isolation necessary for consolidating.

Each NS instance on SDX has its isolation provided by virtualization technologies – We use XS. So that takes care of CPU, Memory…
For hardware acceleration both for Networking and for crypto, we use SRIOV technology that provide similar isolation in hardware.
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Bring your . Top 10 reasons : Delivering enterprise

own device. to strengthen information securely &5
information on Android, Apple
security with ‘ | IOS and Microsoft

This Complete CIO BYCD Kit provides the quidance and fesources you need 1o

+ Discover best practices for 3 suc
+ Obtaln buy-in from key stakenclders a
+ Develop a company policy tha: mests b

10 Essential Elements Avoiding BYO Policy and F e s et e

+ Roll out your program to drive successful adoption

for a Secure Enterprise Security Pitfalls OO e e s ot et st
Mobility Strategy

ul BYOD program

workforce objectives

NSERT FORM HERE)

Best practices for protecting sensitive business
information while making people productive

ciTrix
from anywhere

cirep cithpx

citrix.com/secure @CitrixSecurity
citrix.com/government @CitrixPublicSec
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