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Misconception #2 

WE CAN DO THIS WITHOUT 
INVOLVING I.T.  
It’s true that RPA is driven by core operations functions (think: middle office, 
human resources, finance, or procurement. Even with the best of intentions, 
there is sometimes a lack of understanding around how RPA will impact the rest 
of the business.

It’s also true that robotics tools are often non-invasive—that is, they require no 
integration to legacy applications, and they can be installed on any desktop. 
For these reasons, there’s a tendency to assume RPA doesn’t require significant 
involvement from enterprise IT.

Be forewarned: Not involving IT is a grave mistake. 

Take it from a former head of Back Office Services at a major telecommunications 
firm. His RPA pilot proved so effective it almost got him fired. How? Because so 
many transactions were executed so quickly, it triggered an IT security alert. He 
was escorted to a private room by the head of Fraud and Security.

Avoiding this kind of internal wrangling is one reason to bring IT on board as soon 
as possible. A more fundamental reason: to ensure RPA systems are part of IT’s 
worldview and strategy in terms of security, reliability, scalability, continuity, and 
fault tolerance. Doing that homework will enable an operations teams to quickly 
drive productivity outcomes and transformation benefits.

Misconception #3 

IF WE CAN DO ONE ROBOT, 
WE CAN DO 1,000.  
Getting started in RPA is relatively easy. In fact, a great feature of the technology 
is how easily organizations can “test and learn” in sandbox environments, 
gaining experience without risking negative impacts.

Those advantages lead many to run before they can walk. Yes, implementing one 
robot is relatively easy. Yet implementing hundreds across diverse processes—
and infusing intelligent automation throughout the organization—is much harder.
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Misconception #5 

ROBOTS ARE ‘SET AND FORGET.’ 
On the contrary, like every other system in an organization, robots need to be 
managed operationally and maintained technically. Consider them true virtual 
workers. 

New procedures need to be tested, and leaders need to be attuned to new 
complexities that could arise. At the same time, any changes to underlying 
systems and technology need to be monitored—with changes carried through 
to the “virtual team.”

In fact, changes to procedures and rules require a change strategy to ensure 
robots are tuned, processes are current, and systems are aligned. And, of course, 
human workers need to be kept informed alongside the robots. 

Misconception #6 

PEOPLE STRATEGY CAN COME 
LATER.  
Intelligent automation is ultimately positive for people. Why? Because robots 
provide another way to tackle mundane, repetitive, high-volume chores—the 
“drudgery” of federal agency work. They fuel opportunities for people to do work 
that’s more interesting—and more valuable—to an agency and the citizens it serves. 

After all, human brains are more valuable in non-robotic tasks, including creative 
problem solving, innovation, personalization, discretionary decision-making, 
in-depth analysis, and human-to-human communication. Intelligent automation 
enables agencies to retrain teams to focus more of their time on these higher-
value, higher-satisfaction tasks. As robot capability evolves over time, an agency 
can automate increasingly complex tasks. As part of that effort, new capabilities 
need to be mapped against revised roles, processes, and systems to identify and 
capture further benefits.

Of course, none of this happens on its own. Any intelligent automation plan needs 
the technology strategy and the people strategy on the same page. At best, 
failing to address people will cause delays in training, redeployments, and team 
development. At worst, it will lead to unrest among federal employees who feel 
uncertain about their future.








